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Windows 10 Is Spyware

If you are currently a Microsoft user running It's the most pergonal Windows yet
either Windows 7 or 8, you are eligible for a

free upgrade to the “new and improved”
Windows 10. But before you upgrade, be
aware that it’s free as in price, not as in
liberty. Many of the new features and
settings of Windows 10 have been deemed
spyware by computer security experts. It’s
one thing to have programs and applications See it inaction >
spying on you. It’s another thing altogether

to have your operating system designed to

do it.

Cortana, your truly

personal digital assistant

Cortana works across your day and your devices to help
you get things done. By learning more over time,
Cortana becomes more personal and useful to you.
Cortana's also best at reminders, delivering them at the
right time and place so you forget less and can do more

“Using Cortana with reminders is AMAZING!”"
—Windows Insider

When Microsoft announced the “free” upgrade, many were left wondering why the Redmond giant
would give away licenses to use the new operating system. Now it appears that the reason is simple:
greater data-mining opportunities. Windows operating systems have long included security weaknesses
that leave users vulnerable to spying and data-mining from others. What is different with the newest
iteration of Windows is that Microsoft is directly involved in that spying and data-mining and has built
the entire operating system in such a way as to allow it.

To install the Windows 10 upgrade, users must agree to the Microsoft Services Agreement and its
accompanying documents. Few will ever read the terms of these documents since they span some
40,000 words and would run 110 pages if printed. As is to be expected, most of the terms are written in
legalese and are not overly easy to understand. There are some parts of the terms that users need to be
aware of, though, because agreeing to them grants Microsoft the right to read, save, and share
anything stored on or accessed using any computer running Microsoft Windows as well as any
computer using Microsoft products or services.

The Microsoft Privacy Policy, which begins by saying, “Your privacy is important to us,” goes on to
address the types of data collected by using Windows or other Microsoft products or services. That data
includes the user’s name, e-mail address, postal address, phone number, passwords, password hints,
age, and gender, as well as other personal information, including:

Interests and favorites. We collect data about your interests and favorites, such as the teams you
follow in a sports app, the stocks you track in a finance app, or the favorite cities you add to a
weather app. In addition to those you explicitly provide, your interests and favorites may also be
inferred or derived from other data we collect.

That is a lot of information about users. But it doesn’t end there. Microsoft also collects data on people
who may not even use Microsoft products or services:

Contacts and relationships. We collect data about your contacts and relationships if you use a
Microsoft service to manage contacts, or to communicate or interact with other people or
organizations.

But what about the data actually stored on the PC? That is covered in the Privacy Agreement as well.
Here’s a hint; When Microsoft says, “Your privacy is important to us,” it means the company wants to
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take your privacy from you and use your personal information for its own purposes. The agreement
says:

Finally, we will access, disclose and preserve personal data, including your content (such as the
content of your emails, other private communications or files in private folders), when we have a
good faith belief that doing so is necessary.

If you are not comforted by Microsoft’s “good faith” assurances, you are probably thinking correctly.
Considering the company’s record dealing with users’ data and the depth of snooping that the Microsoft
Privacy Agreement allows, “good faith” isn’t what it used to be.

Since all these policies apply to all Microsoft products and services — including Windows 7 and 8 —
what makes Windows 10 different? When Windows 10 is installed, the default settings will allow all data
to be collected and shared with Microsoft. Because users agree to this by simply clicking a button when
they install the operating system, and because it is all turned on by default, most of the millions of
Windows users will have no idea that they have given Microsoft nearly unlimited access to everything
they do on their computers.

Because Windows 10 is set up to allow all this data collection by default, disabling data collection
(where it is even possible to do so) will also disable most of the features that are the main selling points
of the operating system. In addition, it is an arduous and time-consuming process involving going
through at least 13 different screens in the privacy settings.

By way of comparison, users who install any of the various distributions of the Linux operating system
do not consent to any such agreements. In fact, the closest thing in Linux to any of this is a feature in
Ubuntu that allows users to search Amazon from their desktop screen. That feature is easily disabled by
clicking a single button.

Maybe users of Windows 7 and 8 who are concerned about privacy and liberty should consider
declining Microsoft’s offer for a free upgrade and simply “upgrade” to Linux.

[In the interest of fairness, the writer of this article has been a Linux user for several years and does not
use any Microsoft products or services. This article was written on his System76 Bonobo Extreme
running Ubuntu 14.04 using LibreOffice 4.2.]
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Subscribe to the New American

Get exclusive digital access to the most informative,
non-partisan truthful news source for patriotic Americans!

Discover a refreshing blend of time-honored values, principles and insightful
perspectives within the pages of "The New American" magazine. Delve into a
world where tradition is the foundation, and exploration knows no bounds.

From politics and finance to foreign affairs, environment, culture,
and technology, we bring you an unparalleled array of topics that matter most.

What's Included?

24 Issues Per Year

Optional Print Edition

Digital Edition Access

= : Exclusive Subscriber Content
THE VAX = | L Audio provided for all articles
Unlimited access to past issues

Coming Soon! Ad FREE
60-Day money back guarantee!

Subscribe Cancel anytime.
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